
DoD PKI Rel 4.x
certs in GDS

PKI and CAC Milestones

All DoD  w/ Class 3
Cert

CAC Ver 1.0

Complete Class 3
Infrastructure Deployment

Protection of Mission Critical
Systems Must Migrate from
Class 3 to Class 4 Certificates

IOC Begin CAC
issuance

Initial CAC issuance
Complete
(3.5M people Issued CACs)

Upgrade/expand
RAPIDS
infrastructure

FOC 1.3M people
issued CACs

Private Web Servers
PKI Enabled

Note:  Black                Denotes PKI Policy
           Blue                  Denotes CAC Issuance/Management
 Green Denotes Work Station enablement

Red Denotes PKE timeline
Rust Denotes Significant Relations

Begin Issuing Class 4
Certificates
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E-Invoicing
Mandate

Legacy mission critical networks enabled
to migrate to Class 4 cert based access

Bright Star
Exercise

WAWF, EDA
CAC Enabled

PKE Timeline

GPEA Mandate
FBCA
IOC

Cease issuing Class 3
Certificates

WS POM
FUNDED
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WAWF, EDA, DTS
PKI SW Enabled

Defense Travel
System CAC
Enabled

DoD unclass networks
that authenticate users
enabled with hardware token,
certificate based access

Email & Web apps
PK-enabled to interoperate w/Class 4
certificates for mission critical apps on
unclassified networks

DoD PKI R1 &
R2 certs in GDS

DoD PKI R3
certs in GDS

DoD PKI R4
certs in GDS

DoD PKI Rel 4.x
certs in GDS

GDS & Related Events

Workstation Enablements

CAC Issuance/Management

FBCA Cross
Certification

No defined dates for component workstation and
middleware deployments


